Google Security Research Acknowledgment
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Google Application Security

Hall of Fame

The following people have reported valid security bugs and helped us make Google products safer.

Indrajith.A.N [India]

Ryan Goldstein [Canada]



Microsoft Security Research Acknowledgment
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The Microsoft Security Response Center (MSRC) is pleased to recognize the secunity researchers who have helped make
Microsoft online services safer by finding and reporting security vulnerabilities. Each name listed represents an individual or
company who has privately disclosed one or more security vulnerabilities in our online services and worked with us to
remediate the issue,

May 2014 Security Researchers

- Bohr Mohamed Abdelhadi
Individual

« Indrajith. AN

Individuai c
- Osama Ansari

Individual

- Deepak Kumar Nath, MD Azharuddin
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T'his article provides credit to people who have reported potential security issues in Apple's web servers.

Credits
2014-03-03 depot.info.apple.com

A server configuration issue was addressed. We would like to acknowledge Indrajith AN
(facebook.com/indrajith.cyberXdestroyer) for reporting this issue

2014-03-19 canadaapp.apple.com

A server configuration issue was addressed. We would like to acknowledge Simone Memoli (Simon90_ltaly) of
Italian Security Team and Muhammad Shahzad for reporting this issue.
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HelpScout Security Acknowledgment
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Thank You

These wonderful researchers have helped us identify and resolve issues in 2014:

o Indrajith AN

¢ Atulkumar Hariba Shedage

¢ Robin Puri
I0Obit Security Acknowledgment
10bit Support <support9@iobit.com> 06/01/2014 - -
o me i~
Hi Indrajith,

We are sorry that we are only a small company and we don't have books. So we cannot afford such rewards like you have mentioned.

And we decide to send you a three months service time license code 4C657-9A82B-08840-87ACH for Advanced SystemCare. The license
code will be valid till 2014-04-06.

Please follow the steps below to install the latest Advanced SystemCare v7 PRO.

1)Download the latest version of Advanced SystemCare v7 from this link and install it: http://www iobit. com/advancedsystemcarepro php If
you already have the program installed, please skip to the next step.

2)Open Advanced SystemCare v7. click the "Free" icon at the top or "Active Now" button at the bottom right corner, copy and paste the
license code as follows to activate it:

4C657-9A82B-08840-87AC6

Here is the detailed instruction with screenshots:
http://www.iobit. com/hotquestions-ascv7_php

Let us know if there is any further question.

Have a nice day!



Barracuda Labs Security Acknowledgment

» l.‘_j https//barracudalabs.com/research-resources/bug-bounty-program/bug-bounty-hall-of-fame-2 l

BarracudalLabs

HOME - BUG BOUNTY - HALL OF FAME

On behalf of our users, we would like to thank the following people who have responsibly reported issues
with Barracuda Networks’ websites and web services

Rank Level Researcher # Reports
281 Apprentice Indrajth AN 1
282 Apprentice Apoorva Gin 1
283 Apprentice Garry Bacalso 2
284 Apprentice Jerold Camacho 1

AVG Security Acknowledgment

Karel Dohnal <karel dohnal@avg.com> 21 Jan LY
fo me |~

Hi Indrajith.

Thank you for contacting us with your report. | can confirm this is an issue. | would like to express our thanks for your time and effort
you spent on this with sending a T-shirt and Acknowledgement.

Is there any address we can send them? The delivery company requires some phone number in case of delivery issues. Is it something
you can share with us?
Thank you once again.

Best regards,

Karel Dohnal, CISSP
Information Security Architect

¥ Aava

AVG Technologies CZ, s.r.o. | avg.com
Holandska 4, Brno, 639 00




Hackerank Security Acknowledgment

Wes (HackerRank)

Hello Indrajith,
Thank you for contacting HackerRank!
| really appreciate that you took the time to write such a detailed, and thoughtful solution to this issue!

| apologize for the delay in returning your message, but | wanted to check and see if we would be able to
send you out a free t-shirt. If you like, provide me with your address and shirt size, and | will send one out
to you as soon as possible.

Thanks again for pointing that out to us, if you see any other things that should be fixed or updated, let
me know and | will be happy to have our software engineers take a look!

Regards,

Wesley
HackerRank Support

1btcxe Security Acknowledgment

1BTCXE Feedback feedback(@ 1btcxe.com via email freshdesk.com 16 Jan L)
tome v

Hello,

Thank you for taking the time to look at our platform.
Please send us a bitcoin address so we can reward you for your effort.

Sincerely,
Support Team
1BTCXE COM

Office Hours: Monday - Friday, 09:00 - 17:00 PST
Tel: + 507 832-2467

1BTCXE



Unitag Security Acknowledgment

Romain Kassel <romain kassel@unitag.io> Blan: & v
to securty (v

Dear security testers,

First of ll | would like to apologize for the - quite long - delay in responding to you. After going through a difficult period and due to
restructuring of staf, we have been enable to assign a person to look at the security reports that you sent.
Sory again for the delay and thank you for taking the time to test our website and report potential vulnerabiltes.

| willtry to get back to you in the next few weeks (before the end of February) and hopefully youll be added to our security contributor page
(in which case we would need your full name and possibly a link (Blog, Twitter, Facebook, etc.) and/or picture).

Best regards
Romain

free-lancer Security Acknowledgment

About Me Badges

I Indrajith AN

o

@indrajith198

™

| A

o India -4 am
The Hacker
Member since June, 2014 24
Report a vulnerability to
0 Recommendations Freelancer



ESET Security Acknowledgment

(esCl)

Acknowledgement for reporting security vulnerabilities

ESET Security team would like to officially thank Mr. Indrajith A.N for reporting security vulnerabilities
on page www.eset.com on July 2014. Mr. Indrajith A.N has reported following vulnerabilities:

e SQL injection vulnerability

e (Cross site request forgery

e Remote code execution

e Sensitive source code disclosure

e HTML injection

e (Cross site scripting vulnerabilities

e Information leak via phpinfo vulnerability
e OpenSSL CCS Injection Vulnerability

His information has helped us and our partner responsible for the site to improve security of online
services and has prevented malicious exploitation of these vulnerabilities.

Best regards,

Daniel Chromek ,

Chief Information Security Officer,
ESET IT Security,

United States of America.




MediaFire Security Acknowledgment

2 MediaFire

MEDIAFIRE ACKNOWLEDGES THAT

MR. INDRAJITH A.N.

found a vulnerability and that he acted ethically by
reporting it to us and allowing us to fix it

in a timely manner.

Clis OPoeien

Chris O’Brien
Director of Technical Operations

www.mediafire.com ©2014 MediaFire, LLC
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Bugcrowd Security reward

Indrajith AN about a month ago ’
Bugcrowd about 4 hours ago
Thanks for this, we already rate Iimit- to stop annoying (DOS) type attacks (which are actually out of
scope). We are going to add a limit to the number of [l within the timeframe as you suggested, so we
are rewarding this.
Courser Security Acknowledgment
A token of appreciation from Coursera = inbox x &
Coursera Staff <noreply@coursera.org> 17 Apr .

tome |+

Thank you for taking the time to share your insight with us!

We've issued you a voucher to participate in Signature Track for any eligible course. To view your voucher, log in to Coursera and visit this
direct link. You can use this to sign up for any Signature Track course offering in the next year. Please note that this voucher cannot be used
for a Verified Certificate in our on demand courses

If you have any questions, please reach out to us through the Leamer Help Center.

Happy Leaming!
Coursera Community Operations



CoinKite Security Acknowledgment
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Coinkite ¢ About wstore

» Who are the best white hats (at least in our hall of fame)?

We've paid bounties to the following world-class hackers.

Y P P P |ssam Rabhi
Y Max Justicz

¥ Boris Miskovic
Y Jakub Zoczek

Y Abhibandu Kafle
¥z ¥r Indrajith.A.N
¥r Reegun Richard |
¥r Anand Prakash

® & 0 0 0 0 0 0

AT&T Security Acknowledgment
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AT&T Bug Bounty Hall of Fame

AT&T Bug Bounty Hall of Fame

I AT&T would like to thank the following individuals for ethically reporting secunty issues with AT&T's internet-facing online environment through the AT&T Bug Bounty program I

Reporter name Additional info

Imen Essoussi @wulnzdotcom

Indrajiht AN c facebook com/indrajith. cyberXdestroyer
Issam Rabhi sites.google.com/site/issrabhi

Jaime Toledo

Jan Hodermarsky www facebook com/john hoder

Javid Hussain @jawndhussain21

Jayson Zabate http://jaysonzabate.com

Jeroid Camacho . @Korapsyon



LavaSoft Security Acknowledgment

LAVASOFT

07/21/2014

LAVASOFT ACKNOWLEDGES THAT

Indrajith A.N

found a vulnerabllity and that he acted ethically by
reporting it to us and allowing us to fix it
In a timely manner

Andres Beenra

Andres Becerra
Webmaster

www.lavasoft.com

T — —————
LN



Pagerduty Security Acknowledgment

RE: Your PagerDuty Security Report = inbox &
)| Kat Gaines <kat(@pagerduty.com> 231102014 - & -
i tome

Hello Indrajith,

Thank you for reporting the Poodle vulnerability to PagerDuty. We offer t-shirts as a reward. If you would like a t-shirt, please fill out the
form here:

http://qet. printfection.com/ 4620857351/qcbhaxbanb

There's approximately a four week wait on shirts, so your patience is appreciated.

Cheers,

Paytm Security Acknowledgment

€ @ nhitps//paytm.com/offer/thanks/ ¢ |B- paytm bugbounty\ £
Q%
Thanks!

On behalf of over a million users, we would like to thank the following people for making a responsible disclosure to us:

+ Indrajith AN €

* Tanuj Jane

* Aditya Dixit

* Kalpesh Makwana
* Rushabh Pipada

i

W Tweet 0 841 1 2 3 Follow K} share



Hootsuit Security Acknowledgment

HootSuite Security <Security@hootsuite.com> 20/06/2014 .
to me v

Hi Indrajith,
Thankyou for your detailed investigation into the OpenSSL CCS bug.

We are currently crafting a fix for this issue after its official release on the 6th of June (http://ccsinjection lepidum. co.jp/) as such we have
already started to investigate scope and methods of fixing this issue in our production environment.

We appreciate the research and investigation you have put into discovering this issue and we are currently in the process of working on a
number of fixes for our application.

Thank You again.
Jake.

Splitwise Security Acknowledgment
Special thanks to all those who have helped Splitwise:

2014 — Sherin Panikar, Praveen Nair. Indrajith AN (KeralaCyberSquad-India)
2014 — Muhammad Talha Khan

2014 — Meris Bihorac

2014 — Soufiane Ouha

2014 — Nakul Mohan

2014 — Hardik Tailor

2014 — Shahmeer Amir (Maads Security)

2014 — Narendra Bhati

2014 — Mohamed M. Fouad

M€M1A _ Qhithham Mmmnta



Tresorite Security Acknowledgment

Myke (Tresorit Customer Service)

Dear Indrajith,

Thank you very much for contacting us and for taking the time to share your remark with us, we really
appreciate that.

We are already working on fixing it and as a reward, we would like to give you an extra 5GB of storage
space for your discovery, could you please tell us your Tresorit account address we can upgrade?

Thank you very much for your cooperation and your understanding.
Should you have any further questions, feedbacks or remarks, please do not hesitate to contact us again.
We hope you like Tresorit and wish you a great day.

Best regards,
The Tresorit Team

Barricade Token of Appreciation,

David Coallier <david@barricade io> BAr T W v
to me, David |+

Thanks very much for this Indrajith : )
We'e now added SPF and DKIM records. They should be propagated in the next few hours

Wed love to say thank you and perhaps send you a hoodie or something simiar if that's interesting to you :) Do you have a mailing address to
which we could send it?



PureVPN Security Acknowledgment
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Hall of Fame
Thanks to the following researchers for reporting important security issues.

#31 #32 #33 #34 E #35 #6 -
apy

jeevandahake surgent10cross Private ARKADA indrajith lyon
5 points 5 points 5 points 5 points 5 points 5 points
L= —

#37 #38 Q #39 #40 #41 (‘\ #42 '
63 . =6
hardik vikassharma ipentest dragonpro723 nijagaw truelit
5 points 5 points 5 points 5 points 5 points 5 points

#43 #44 _amm #45 . #46 SN\ #47 #48 e

Spamgourmet Appreciation

bbs.spamgourmet.com
pame s

Advanced search

discussion forums for spamgourmet

() Board index ¢ main ¢ What's New & At

()FAQ yRegister () Login

thanks Indrajith

POSTREPLY ¢ % Search this topic...  |Search 1 post + Page 1 of 1
thanks Indrajith josh
Qby josh » Thu Jan 16, 2014 2:09 am Posts: 1239

Joined: Fri Aug 29, 2003 2:28 pm
Indrajith, an IT web Security Researcher , discovered that you could do a cross scripting attack on the website by putting bad stuff in place of the language code in a

url and let us know. V/e fixed it and updated the code repository. If you're familiar with the web code (hal id say both of you but that might be overstating things),
you may know that we have a pretty good input sanitization function, but we weren't checking the language code, Thanks Indrajith!!



Freeagent Security Acknowledgment
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thank you for helping us keep our customers' data secure.

2015

Contributor

Jahmoud Reda

Hammad Qureshi

Indrajith A.N

Shahmesr Amir

Koutrouss Naddara

Paymill Security Acknowledgment

Marina Armero <marina.armero@paymill.de> 19 Feb - v
fome |~

Hi Indrajith,

Thanks for your email, we continually strive to improve our security standards. We have taken your report into consideration for our future
work.

Cheers,

< Marina Armero />
Quality Assurance Engineer

/? PAYMILL



ICEcoder Security Acknowledgment

ICEcoder

Code Editor Awesomeness

Kudos Per Bug.

rogram Detalls  Hall of Fame Wiweet 1 Bl submit 0 m 1.1

Hall of Fame

Tha e P 7, " rocs ~l e fAar ran " imnaria cantirih icelin
I'hanks to the following researchers for reporting important security issues
. | '
e \3 “w 7 @
indrajith Private FooTangClan planetzuda averagesecurityguy Private

Sony Security Acknowledgment With Invitation to Conference

Secure@Sony <Secure@sony.com> 22/09/2014 . v

fome |~

Dear Mr. Indrajith,

Thank you for your submission to Secure@Sony. We wanted to let you know that we've addressed the issue you identified. We hope
you won't hesitate to contact us again if you find any additional security issues in the future.

At Sony, we sincerely appreciate your research and, should the opportunity arise and you're interested, we'd be happy to meet you at
a security conference to offer our thanks in person and have a longer discussion.

Additionally, we're pleased to recognize security researchers who work with us by placing their names on a “Hall of Thanks” on our
Web site. If you'd like such recognition, please let us know by reply e-mail with the preferred name/handle to use.

Once again, we're grateful for your time and support.
Sincerely,

The Secure@Sony Team



Logentries Security Acknowledgment

B https://logentries.com/doc/security/ <= G LElwx»y

[8) Intro to JSON Logentries Insights: An Introductory Guide to JSON

& |0geﬂ[|’iesu Features Use Cases Pricing Docs About Us Community

¢ Talha Mahmood
o Indrajith AN =~ m—
o Asim Shahzad

Intercom Security Reward

Jeff Gardner <jeff gardner@intercom.mail.intercom.io> 13 Apr &~ |
fo me |~

Sure, we can send you a t-shirt and some stickers if you'd like to send me your

address?

i Jeff Gardner from Intercom 13 Apr 2015
Odesk Security Reward
Rellin Yiaya, Jan 12 02:58 Pit:
Hi Indrajith
Thank you for contacting oDesk Support
We welcome your suggestions. You can leave feedback on our new Feedback Forum, located al hitp Mww.odesk comicommynite® J

And thanks for your report The reponted wineradility has been patched. We would fike 1o send out thank you to your PayPal account with 2008, Please provide us with the address
We appreciate your contributions loward the Success of our network and please let us know if we can be of adaitional assistance

BestRegatds




Blackberry Security Acknowledgment

"z 8(ack8erry Smartphones Enterprise BBM loT ADps Software Support Where to Buy

Products ndustries Partners i myAccount Get BES12

BLACKBERRY SECURITY INCIDENT
RESPONSE TEAM

Helping you protect your systems, smartphones and tablets

Advisories & Security %~ [ 2 §
B4 Contact Report a Security Issue <
New Notices Updates

ACKNOWLEDGEMENTS

The BlackBerry SIRT thanks the following people and organizations for reporting security issues under the industry practice of
coordinated disclosure and working with the team to protect BlackBerry customers.

Acknowledgements 2015

Indrajith.AN

Rohan Kumar Birtia

Suhas Sunil Gaikwad, @lamSuhasGaikwad
Jason Gordon

Sriram

Mayank Bhatodra

o Ankit Sharma, Facebook

o Aditya K. Sood, SecNiche Security Labs
e Milan A. Solanki

e Evan Ricafort




Edmodo Security Token of Appreciation

Chip Benson (Edmodo)

Hello Mr. Indrajith,

Thank you for reporting this issue. More than anything we want Edmodo to meet and surpass the needs of
our teachers, and your input is truly invaluable as Edmodo continues to grow and develop.

After talking with our internal security team, we have reviewed your request in detail and prioritized it
accordingly. For the sake of transparency please note that we are, as always, hard at work on many new
features and tweaks to the site, so this may take a while to get implemented.

If you believe this issue is an urgent security issue and that we may have missed something in our analysis,
please let us know.

We would like to show you our appreciation by sending you some Edmodo "goodies” as a token of our
appreciation. If you are interested in receiving those goodies, please let us know your shirt size and how
we can send them to you, and we'll take care of the rest. When giving us your address please include a
phone number which we need for the shipping documentation.

Please format your address for us below so we are sure to enter it correctly on the shipping documents:

Name:
Iron.io Security —Cash Reward
Ken Fromm <ken.fromm@ironio.mail.intercom.io> 14 May - v
tome |~

Indrajith
The bugs were pretty minor. How about we send you $20 for your effort. If that works,
then please send me your paypal address.

Thanks
Ken

e Ken Fromm from Iron.io 13 May 2015




inflictra Security Acknowledgment

l'nﬂeCtra"/ Search Q A Log In | Regist
Products ~  Solutions ~  Ideas »  Partners v Support v About Us v m
Acknowledgements

These people have taken the time to work with us to find, fix and securely disclose issues - we thank you for helping us keep our customers' data
Secure.

2015

Contributor
Indrajith AN

PEGASUS - @Me_pegasus

Percolate Security-Cash Reward

Noah Brier <noah@percolate.com> 12 May L
AN to me, privacy [~

Indrajith,

Thanks you for reporting the stale session issue. We deployed an update last week to invalidate all existing sessions when a user
completes the password reset process.

Thank you for notifying us of the issue and giving a detailed bug report.
In accordance with our policies, we would like to offer you a small reward for your report. Do you have a PayPal account we can send it to?
Also, do you mind telling me how you tested this?

Best regards,
Noah

Bitport Token of appreciation

Responsible Disclosure bug report : Broken Session management issue related to password reset =
Inbox %
Bitport.io info@bitport.io via gmail.com 16 Apr . -
to me |~
Hi Indrajith,

wow, thank you so much for your emails with security wamings.
We gave you 1 year of our best premium plan completely for free as appreciation for your help.

Kindly regards,
Bitport.io team



Zimbra Security Acknowledgment

€« > C & https://community.zimbra.com/support/security/w/acknowledgements/defaultwikipage/compare?revA=48revB=0 Q

r

O Zimbra Security... > Acknowledgements | v More

‘ This group requires membership for participation - click to join

Acknowledgements

On behalf of over a million users, we would like to thank the following people for helping us keep our customers' data
secure .The following people have taken the time to work with us to find valid security related bugs or concerns with
our products and/or our publicly accessible services.

2015
Indrajith.AN https://www.facebook.com/indrajith.cyberXdestroyer
Mario Heiderich https://cure53.de/
Htc Security Acknowledgment
Security@htc.com 19 May -~

to DSS, GIS, me |~

Indrajith AN

We currently do not have an existing reward plan in place for submitters. However, this is something that we are discussing and trying
to figure out and establish. So as we do truly appreciate your time and effort and reporting issues to us at this time we are unable to
reward you.

Regards,

HTC Security

From: Indrajith AN [mailto:indu.an444@gmail.com]
Sent: Wednesday, May 06, 2015 9:25 PM




dploy.io Security Acknowledgment

Thanks for your support!

We're grateful to the following people who have reported new or critical vulnerabilities. Thanks for helping us

maintain a safe and secure service!

Indrajith.AN indrajith.cyberXdestrover

| found this article helpful

| did not find this article helpful

Rollbar Security Acknowledgment

Security <security@rollbar.com> 1 May
tome |~

Thanks Indrajithl We'd like to add you to our website and send you a t-shirt if you'd like. Can you provide:

- Your name as it should be displayed at https://rollbar.com/about/responsible-disclosure-policy/
- Your Twitter handle or website as it should be displayed

- Your T-shirt size
- Your shipping address
- If your shipping address is outside the US, your contact phone number

Thanks!
Brian

Brian Rue
security@rollbar.com




ServerPilot Security Acknowledgment

Justin Samuel (ServerPilot Support)

Hi Indrajith,
| heard that u are providing hof and some gratitude for the security researchers who reports the valid bug...

We're a very small company and don't have a bug bounty program. We haven't even printed t-shirts for ourselves,
but we intend to print a few t-shirts later this year. I'd be happy to send you a t-shirt when we get them made. just
send me your address.

And if you're ever in Seattle, I'd be happy to buy you lunch.

Thanks!
Justin
pumpit-info Security Acknowledgment
Evan Prodromou <evan@e14n.com> 26 Apr - -
tome |~

Thanks, | appreciate the report.
Welll get it patched in 48 hours and put out a blog post.

How do you want to be credited? Can you give me an URL to link to?

Pcloud Security Acknowledgment

info@pcloud.com 5 May L)
to me i+

Hello,
Thank your for the feedback.

We have forwarded your information to our developers and they will look into this.
Our users' input is very important to us.

As a token of appreciation we have added 10gb to your account.
We look forward to other questions or suggestions you may have regarding the improvement of pCloud.

Best regards,
Tom



cloud9 Security Acknowledgment

&€» Cloudo

Amsterdam, June 1, 2015

Indrajith,

Thank you very much for your efforts in reporting a security flaw in the
Cloud9 IDE web infrastructure. Any reports on this topic are welcomed as
we’re very serious about the security of our and our users’ data and
information. We’re always striving to improve in this regard and this is a daily
effort. Please keep us apprised of any further developments you have on this
front.

Kindest Regards,
Brady Dowling
Cloud9 IDE

DNSimple Security Acknowledgment

DNSimple Security via smtp.groovehg.com 14 May L
tome |~

Indrajith,

The team has looked everything over and has deployed a fix for this issue. We can add you to the Hall of Fame on our security page if you
would like, simply send me back the information you would like to be added to the security page.

Best,
Aaron Kalin



Algolia Token of Appreciation

o Julien Lemoine <julien.lemoine@algolia.com> 22 May L
M tome, hey v

Hi Indrajith,

Thanks a lot for spotting the issue and explaining the problem in details, we really appreciate your time and explanation. We are working on
the fix!
We would like to send you a small gift to thank you, can you give me your address and your size for a t-shirt 7 )

Cheers

Data-Capital Security Acknowledgment
(8509 - oduants x ] [ ReporSecuy e x Y xplots Doaba by Off X @ Securty ol ot ame -0 '\, Y

| 8 htpsy//en.datocapital.com/report-security-issue.html QN El & % @& @& [} L
Security Hall of Fame

On behalf of several million users,We want to thank the following security experts for their
contributions and knowledge. Thanks to them, Dato Capital is one of the safest business
information websites in the world.

Security Researcher Date

Indrajith.AN 2015-05-05 21:54:18
Raghav Bisht 2015-04-24 14:09:46
Ala Arfaoui 2015-04-02 23:02:33
Jonathan Conerly 2015-03-06 14:47:26
Roman Mironov 2014-12-14 21:29:00
Ahmed Jerbi(Web Plus) 2014-11-05 11:41:36
Vivek Gurung 2014-10-16 05:59:16




NXP Token of Appreciation

% Petri Kuivala <petri kuivala@nxp.com> @ 21 May «
ZE= foMartijn, me i+

Hi Indrajith,

I'm the CISO of NXP and as you said correctly we take security extremely seriously © The vuln that you have found is a gem and not just
reqular stuff, tnx a lot.

Tincluded Martijn in to cc as he is my man who is running the constant improvement program for our web sites. He will make sure the issue
gets fixed asap and will continue to liaise with you. He might involve other people from the site dev team in to conversation if needed.

In regards of this good findings we have had a habit of delivering a Yubikey as a token of appreciation. It is not much, but as said more like
a token of showing that we really care of your effort. In case you want a Yubikey then just make your selection from:
https://www.yubico.com/ and let Martijn to know which one you want and to where we can send it &

I also send you LinkedIn invitation,

Take care Indrajith,

Storj.io Token of Appreciation

Shawn Wilkinson via enchanthg.net 14 May -~ -
to me |~

If you shoot me over a Counterparty address | can send you some SJCX.

Shawn Wilkinson via enchanthg net 14 May -
o me |~

Sent 1000 SJCX for your tip. Will take a few blocks to confirm.



cloudaccess.net Security Acknowledgment

Hi Indrajith,

Thanks again for raising this concern. Our Platform Team has
been informed and we will be putting a patch in place, however I'm
not able to predict exactly when this will happen. Please provide
your twitter handle as | may be able to have our social team do a
shout-out for your help.

Have a great day,

Jonathan J. Gafill | Joomla & WordPress Support Engineer

Getpocket.com Security Acknowledgment

Justin replied:
Hi Indrajith,
Thanks for contacting Pocket with your security reports. They have been forwarded to our security team for analysis.

Assuming your reports are valid, we would be happy to add your name to the list of researchers who have discovered and
responsibly reported vulnerabilities. Please let us know how you'd like your name to be displayed, and if you'd like your
Twitter name to be listed as well, please send it our way.

Cheers!

Justin
Community Manager at Pocket
hitp://help.getpocket.com/




Freshbooks Security Acknowledgment

w.freshbooks.com/policies/responsible-disclosure

Hall of Fame

FreshBooks thanks the following Internet Security Superstars for their vigilance keeping the
online world a safer place:

* Indrajith AN

» Shubham Gupta

* Neil Anderson, Red gate
o Madhu Akula

CEX.io Security Cash Reward

Akhil G (CEX.IO)

Dear Indrajith AN ,

Thanks for your patience . We have resolved the issue and as a reward we are sending a reward in terms
of GHS which are equal to $100.

Your CEX.IO voucher code is
fb0d7444a368¢c229d71c2a4e68b0d828530f715669f0746f (765.00000000 GHS)

If you have any questions please let us know.

Best Regards
Akhil G
CEX.IO Support



Bugbounty-Indonasia research team — Security Acknowledgment

& https;//bugbounty.co.id/profile/318 N El & %

e i BUGS & HACKERS U PROGRAM

indrajith

% 15 REPUTATION | @ 0 THANKS | % 1 BUGS

Oracle Security Acknowledgment

Fwd: Re: SA-14-02852 : Responsible Disclosure BUG report : SSL3 POODLE attack vulnarabiltyjcve- @ &
2014-3566) inbox

Oracle Security Alerts 6 May . v
tome |~

Hi Indrajth,

Thanks for working with us on this vulnerability. Your name will appear
in the credit section of Oracle CPU July 2015.

I'd like to confirm your name: Indrajith AN, as an individual reporter.
Thanks,

Feng Cao
Oracle Security Alerts






